
 

 

Statement on Cybersecurity 
 

Purpose 
 

At Benson Hill, Information Security is committed to protecting employees, partners and 
the company from illegal or damaging actions by individuals, either knowingly or unknowingly.  

 
 

Policy 
 

We have a procedure in place in the case that a theft, data breach or exposure 
containing Protected data or Sensitive data occurs. The Board of Directors, specifically the Audit 
and Risk Committee oversees this risk and would be notified of the theft, breach or exposure. 
IT, along with the designated forensic team, will analyze the breach or exposure to 
determine the root cause.  

 
We follow National Institute of Standards and Technology (NIST) guidelines to protect 

and prevent future occurrences. A communication plan has been developed to inform 
necessary parties of any such incident. We also have information security training for our staff 
on an annual basis and any time a change is made to our standard operating procedure. 

 
 
 
 
 
 
 
 
 


